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Learning Activity Exemplar – PADLET

Learning Activity 3.1: My Cybercrime Experience
Overview and Aim
In the first activity for the course, we’d like to hear about your experiences with cybercrime. Have you or your family, friends or work communities been cybercrime victims? Through your own or an organisation’s security architecture, have you or people you know narrowly escaped becoming a victim? Alternatively, you could explore an example of cybercrime victimisation in an online news article or blog.  
Due
Before proceeding to next section.
Suggested Procedure
1. Using the interactive Padlet tool below, create a post that includes:
· A brief description of what happened and who was targeted or victimised.  Your example might be about your experience, or the experience of someone you know, or an online example from a news article or blog.
· Whether the cybercrime was immediately detected or whether it escaped detection for some time.
· Whether the location of the cybercriminals was known or established at a later time.
· The impact of the cybercrime (financial loss; loss of access; identity theft; loss or damage to property).
· To whom you would report the cybercrime
· Whether an investigation was commenced and if so, what the outcome entailed.
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2. Once you've created your post, read others’ posts and feel free to share your tips about how to avoid becoming a target or victim of cybercrime in the future.
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